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FORTALEZAS  
- Certificación de la DPC en Normas ISO: Subsistema de Gestión de Calidad, norma ISO 9001 de 2015 y certificación del Subsistema de Gestión Ambiental ISO 14001 del 2015 y Subsistema de Gestión de la  
- Seguridad y Salud en el trabajo bajo la norma ISO 45001 de 2018.  
- Mecanismos frente a la detección y prevención del uso inadecuado de información privilegiada u otras situaciones que puedan implicar riesgos para la entidad;  
- La evaluación de las acciones transversales de integridad, mediante el monitoreo permanente de los riesgos de corrupción.;  
- Articulación del CICCI con el Comité Institucional de Gestión y Desempeño;  
- Definición y evaluación de la Política de Administración del Riesgo (Acorde con lineamientos de la Guía para la Administración del Riesgo de Gestión y Corrupción y Diseño de Controles en Entidades Públicas).  
- La evaluación debe considerar su aplicación en la entidad, cambios en el entorno que puedan definir ajustes, dificultades para su desarrollo;  
- La Alta Dirección frente a la política de Administración del Riesgo definen los niveles de aceptación del riesgo, teniendo en cuenta cada uno de los objetivos establecidos.;  
- Evaluación de la planeación estratégica, considerando alertas frente a posibles incumplimientos, necesidades de recursos, cambios en el entorno que puedan afectar su desarrollo, entre otros aspectos que garanticen de forma razonable su 
cumplimiento;  
- Teniendo en cuenta la información suministrada por la 2a y 3a línea de defensa se toman decisiones a tiempo para garantizar el cumplimiento de las metas y objetivos;  
- Se evalúa la estructura de control a partir de los cambios en procesos, procedimientos, u otras herramientas, a fin de garantizar su adecuada formulación y afectación frente a la gestión del riesgo;  
- La entidad aprueba y hace seguimiento al Plan Anual de Auditoría presentado y ejecutado por parte de la Oficina de Control Interno;  
- La entidad analiza los informes presentados por la Oficina de Control Interno y evalúa su impacto en relación con la mejora institucional; Evaluación frente a los productos y servicios en los cuales participan los contratistas de apoyo. 
- Condiciones Institucionales Idóneas para la apropiación del Código de Integridad. Así como documentación de buenas prácticas en materia de integridad. 
- Fortalecimiento del equipo de la Oficina de Planeación, lo que permite realizar un acompañamiento personalizado en temas de seguimientos y otros en el marco de evaluación 
- Funcionarios mejor capacitados en la nueva plataforma Suite Visión Empresarial – SVE, manejando mejores controles, fortaleciendo mejores reportes, soportes de evidencias.  
- Programa de preparación de prepensionados, para el retiro del servicio. Programa Arte-Sanos, Campaña de ambientes laborales diversos, Campaña de estilos de vida y entornos saludables. 

OPORTUNIDADES DE MEJORA:  

- Implementación del Modelo Integrado de Planeación y Gestión – MIPG. 
- Evaluación de las actividades relacionadas con la permanencia del personal. 
- Comunicar políticas relacionadas con la responsabilidad de cada servidor sobre el desarrollo y mantenimiento del control interno (1a línea de defensa). 
-  La entidad analiza los informes presentados por la Oficina de Control Interno y evalúa su impacto en relación con la mejora institucional.
- Mayor articulación de las actividades de las regiones con el nivel nacional, para una agregación de valor público y el cumplimiento de los objetivos de la entidad. 
- Actualización de Programa de Incentivos en la DPC, alineado con la generación de valor por parte de los funcionarios 
- Medición y Diagnóstico del Clima laboral e intervención de los temas de cultura organizacional. 
- Verificar el registro de la información en el aplicativo por la integridad de los servidores y contratistas obligados en cuanto al: Registro para el ingreso, Registro periódico, Registro para el retiro Antes, durante y al término de la prestación del 
servicio (para los contratistas) 
- Definir una estrategia o acciones específicas para la gestión preventiva de conflicto de interés. 
- Mejorar la apropiación de los valores del Código de Integridad del Servicio Público Colombiano.  

 - Documentar las buenas prácticas y lecciones aprendidas sobre integridad pública como producto de los avances en la implementación de la política de integridad pública. 

94%

FORTALEZAS  - MANTENIMIENTO DEL CONTROL

Certificación de la DPC en Normas ISO:  Subsistema de Gestión de Calidad, norma ISO 9001 de 2015 y certificación del Subsistema de Gestión Ambiental ISO 14001 del 2015 y 
Subsistema de Gestión de la Seguridad y Salud en el trabajo bajo la norma ISO 45001 de 2018. Mecanismos frente a la detección y prevención del uso inadecuado de información 
privilegiada u otras situaciones que puedan implicar riesgos para la entidad; La evaluación de las acciones transversales de integridad, mediante el monitoreo permanente de los 
riesgos de corrupción.; Análisis sobre viabilidad para el establecimiento de una línea de denuncia interna sobre situaciones irregulares o posibles incumplimientos al código de 
integridad.; Creación o actualización del Comité Institucional de Coordinación de Control Interno (incluye ajustes en periodicidad para reunión, articulación con el Comité 
Institucional de Gestión y Desempeño); Definición y evaluación de la Política de Administración del Riesgo (Acorde con lineamientos de la Guía para la Administración del Riesgo de 
Gestión y Corrupción y Diseño de Controles en Entidades Públicas).  La evaluación debe considerar su aplicación en la entidad, cambios en el entorno que puedan definir ajustes, 
dificultades para su desarrollo; Definición y evaluación de la Política de Administración del Riesgo (Acorde con lineamientos de la Guía para la Administración del Riesgo de Gestión 
y Corrupción y Diseño de Controles en Entidades Públicas).  La evaluación debe considerar su aplicación en la entidad, cambios en el entorno que puedan definir ajustes, 
dificultades para su desarrollo; La Alta Dirección frente a la política de Administración del Riesgo definen los niveles de aceptación del riesgo, teniendo en cuenta cada uno de los 
objetivos establecidos.; Evaluación de la planeación estratégica, considerando alertas frente a posibles incumplimientos, necesidades de recursos, cambios en el entorno que 
puedan afectar su desarrollo, entre otros aspectos que garanticen de forma razonable su cumplimiento; Teniendo en cuenta la información suministrada por la 2a y 3a línea de 
defensa se toman decisiones a tiempo para garantizar el cumplimiento de las metas y objetivos; Se evalúa la estructura de control a partir de los cambios en procesos, 
procedimientos, u otras herramientas, a fin de garantizar su adecuada formulación y afectación frente a la gestión del riesgo; La entidad aprueba y hace seguimiento al Plan Anual 
de Auditoría presentado y ejecutado por parte de la Oficina de Control Interno; La entidad analiza los informes presentados por la Oficina de Control Interno y evalúa su impacto en 
relación con la mejora institucional; Evaluación frente a los productos y servicios en los cuales participan los contratistas de apoyo.
Se encuentran presentes y funcionan correctamente, por lo tanto, se requieren mantenimiento de las acciones o actividades establecidas para ello  dentro del marco 
de las líneas de defensa.

OPORTUNIDADES DE MEJORA

- Analizar si se cuenta con políticas claras y comunicadas relacionadas con la responsabilidad de cada servidor sobre el desarrollo y mantenimiento del control interno (1a línea de 
defensa). La Entidad debe trabajar sobre la apropiación de cada uno de los funcionarios del mantenimiento del sistema de control interno, independientemente del nivel, cargo o rol. 

0%

Evaluación 
de riesgos

Si 91%

FORTALEZAS  

- Los objetivos de los procesos, programas o proyectos (según aplique) que están definidos, son específicos, medibles, alcanzables, relevantes, delimitados en el tiempo;  
- La Alta Dirección evalúa periódicamente los objetivos establecidos para asegurar que estos continúan siendo consistentes y apropiados para la Entidad;  
- La Oficina de Planeación, Gerencia de Riesgos (donde existan), como 2a línea de defensa, consolidan información clave frente a la gestión del riesgo;  
- A partir de la información consolidada y reportada por la 2a línea de defensa, la Alta Dirección analiza sus resultados y en especial considera si se han presentado materializaciones de riesgo;  
- Cuando se detectan materializaciones de riesgo, se definen los cursos de acción en relación con la revisión y actualización del mapa de riesgos correspondiente;  
- Se llevan a cabo seguimientos a las acciones definidas para resolver materializaciones de riesgo detectadas;  
- La Alta Dirección monitorea los riesgos de corrupción con la periodicidad establecida en la Política de Administración del Riesgo;  
-Acorde con lo establecido en la política de Administración del Riesgo, se monitorean los factores internos y externos definidos para la entidad, a fin de establecer cambios en el entorno que determinen nuevos riesgos o ajustes a los existentes; 
- Certificación del Subsistema de Gestión de Calidad, norma ISO 9001 de 2015 y certificación del Subsistema de Gestión Ambiental ISO 14001 del 2015 y Subsistema de - Gestión de la Seguridad y Salud en el trabajo bajo la norma ISO 45001 
de 2018. 
- Acorde con lo establecido en la política de Administración del Riesgo, se monitorean los factores internos y externos definidos para la entidad, a fin de establecer cambios en el entorno que determinen nuevos riesgos o ajustes a los existentes. 

Los controles se encuentran presentes y funcionan correctamente, por lo tanto, se requieren acciones o actividades dirigidas a su mantenimiento dentro del marco de las líneas de defensa.  

OPORTUNIDAD DE MEJORA 

- Para el desarrollo de las actividades de control, la entidad considera la adecuada división de las funciones y que éstas se encuentren segregadas en diferentes personas para reducir el riesgo de acciones fraudulentas.  
- Los riesgos internos y externos se monitorean y gestionan, más este proceso siempre puede y debe mejorarse y ajustarse ante externalidades como cambios en el entorno.  
- La Alta Dirección analiza los riesgos asociados a actividades tercerizadas, regionales u otras figuras externas que afecten la prestación del servicio a los usuarios, basados en los informes de la segunda y tercera línea de defensa.
- Asignación de enlaces, en cada una de las áreas, fortaleciendo este proceso contractual, al usar la herramienta PowerBi, atendiendo la guía de CCE.  
- Desarrollo e Implementación de Tableros de Control y Seguimiento al presupuesto de la DPC. 
- Formulación e implementación del Programa de Transparencia y Ética Pública.
-Teniendo en cuenta la estructura de la política de Administración del Riesgo, su alcance define lineamientos para toda la entidad, incluyendo regionales, áreas tercerizadas u otras instancias que afectan la prestación del servicio 

91%

FORTALEZAS -  - MANTENIMIENTO DEL CONTROL:
 
Recertificación del Subsistema de Gestión de Calidad, norma ISO 9001 de 2015 y certificación del Subsistema de Gestión Ambiental ISO 14001 del 2015 y Subsistema de Gestión 
de la Seguridad y Salud en el trabajo bajo la norma ISO 45001 de 2018. Los objetivos de los procesos, programas o proyectos (según aplique) que están definidos, son 
específicos, medibles, alcanzables, relevantes, delimitados en el tiempo; La Alta Dirección evalúa periódicamente los objetivos establecidos para asegurar que estos continúan 
siendo consistentes y apropiados para la Entidad; Teniendo en cuenta la estructura de la política de Administración del Riesgo, su alcance define lineamientos para toda la entidad, 
incluyendo regionales, áreas tercerizadas u otras instancias que afectan la prestación del servicio; La Oficina de Planeación, Gerencia de Riesgos (donde existan), como 2a línea 
de defensa, consolidan información clave frente a la gestión del riesgo; A partir de la información consolidada y reportada por la 2a línea de defensa (7.2), la Alta Dirección analiza 
sus resultados y en especial considera si se han presentado materializaciones de riesgo; Cuando se detectan materializaciones de riesgo, se definen los cursos de acción en 
relación con la revisión y actualización del mapa de riesgos correspondiente; Se llevan a cabo seguimientos a las acciones definidas para resolver materializaciones de riesgo 
detectadas; La Alta Dirección monitorea los riesgos de corrupción con la periodicidad establecida en la Política de Administración del Riesgo; Para el desarrollo de las actividades 
de control, la entidad considera la adecuada división de las funciones y que éstas se encuentren segregadas en diferentes personas para reducir el riesgo de acciones 
fraudulentas; Acorde con lo establecido en la política de Administración del Riesgo, se monitorean los factores internos y externos definidos para la entidad, a fin de establecer 
cambios en el entorno que determinen nuevos riesgos o ajustes a los existentes;
Se encuentran presentes y funcionan correctamente, por lo tanto, se requieren acciones o actividades dirigidas a su mantenimiento dentro del marco de las líneas de defensa.  sin 
embargo aunque se mantiene igual es posible mejorarse. 

OPORTUNIDAD DE MEJORA
Para el desarrollo de las actividades de control, la entidad considera la adecuada división de las funciones y que éstas se encuentren segregadas en diferentes personas para 
reducir el riesgo de acciones fraudulentas. Se ha evidenciado durante ejercicios auditores que ante la ausencia, vacaciones, renuncia, o ausencia de un funcionario, se trasladan 
sus funciones a otros trabajadores que no estarían capacitados o las tareas impuestas incluidas en su manual de funciones. 

Acorde con lo establecido en la política de Administración del Riesgo, se monitorean los factores internos y externos definidos para la entidad, a fin de establecer cambios en el 
entorno que determinen nuevos riesgos o ajustes a los existentes. Los riesgos internos y externos se monitorean y gestionan, más este proceso siempre puede y debe mejorarse y 

 ajustarse ante externalidades como cambios en el entorno. 

0%

Actividades 
 de control

Si 92%

FORTALEZAS  
- Para el desarrollo de las actividades de control, la entidad considera la adecuada división de las funciones y que éstas se encuentren segregadas en diferentes personas para reducir el riesgo de error o de incumplimientos de alto impacto en 
la operación;  
- Se evalúa la actualización de procesos, procedimientos, políticas de operación, instructivos, manuales u otras herramientas para garantizar la aplicación adecuada de las principales actividades de control.;  
- La entidad establece actividades de control relevantes sobre las infraestructuras tecnológicas; los procesos de gestión de la seguridad y sobre los procesos de adquisición, desarrollo y mantenimiento de tecnologías. 
- El diseño de controles se evalúa frente a la gestión del riesgo;  
- Monitoreo a los riesgos acorde con la política de administración de riesgo establecida para la entidad.;  
- Se evalúa la adecuación de los controles a las especificidades de cada proceso, considerando cambios en regulaciones, estructuras internas u otros aspectos que determinen cambios en su diseño; 
- Modernización de la infraestructura tecnológica interna y la implementación de un sistema de gestión empresarial (ERP) con un componente de gestión documental electrónica de archivo (SGDEA), que busca: Fortalecimiento de la 
infraestructura tecnológica, Mejora en la eficiencia de los procesos internos, Mejor gestión documental y Preparación para la toma de decisiones basada en datos. 
- Servicios Digitales Confiables para la Toma de Decisiones, Procesos Internos Robustos, Tecnologías Emergentes Seguras, Cultura de Prevención, Articulación con el MSPI, buscando Mejores Resultados en Seguridad. Servicios digitales 
confiables centrados en el ciudadano, toma de decisiones basadas en datos; procesos internos robustos y resilientes. 

OPORTUNIDAD DE MEJORA 

- Para los proveedores de tecnología, seleccionar y desarrollar actividades de control internas sobre las actividades realizadas por el proveedor de servicios. 
- Se cuenta con información de la 3a línea de defensa, como evaluador independiente en relación con los controles implementados por el proveedor de servicios, para asegurar que los riesgos relacionados se mitigan.
- Fomentar una cultura de prevención y respuesta ante incidentes, en los funcionarios y servidores. 
- Mejorar los resultados en los indicadores de cumplimiento de seguridad, todo ello en articulación con el Modelo de Seguridad y Privacidad de la Información (MSPI).
- Información de la 3a línea de defensa, como evaluador independiente en relación con los controles implementados por el proveedor de servicios, para asegurar que los riesgos relacionados se mitigan. 
- Actualización del manual de contratación, haciendo más claros los tiempos y tareas, procesos, procedimientos del Comité de Contratación. Y, - Revisión de los manuales, instructivos, procedimientos y formatos que hacen parte de las etapas 
precontractual, contractual y Poscontractual a cargo del Grupo de Contratación. 

90%

FORTALEZAS -  - MANTENIMIENTO DEL CONTROL: Recertificación del Subsistema de Gestión de Calidad, norma ISO 9001 de 2015 y certificación del Subsistema de Gestión 
Ambiental ISO 14001 del 2015 y Subsistema de Gestión de la Seguridad y Salud en el trabajo bajo la norma ISO 45001 de 2018. Para el desarrollo de las actividades de control, la 
entidad considera la adecuada división de las funciones y que éstas se encuentren segregadas en diferentes personas para reducir el riesgo de error o de incumplimientos de alto 
impacto en la operación; Se evalúa la actualización de procesos, procedimientos, políticas de operación, instructivos, manuales u otras herramientas para garantizar la aplicación 
adecuada de las principales actividades de control.; El diseño de controles se evalúa frente a la gestión del riesgo; Monitoreo a los riesgos acorde con la política de administración 
de riesgo establecida para la entidad.; Se evalúa la adecuación de los controles a las especificidades de cada proceso, considerando cambios en regulaciones, estructuras 
internas u otros aspectos que determinen cambios en su diseño;

Se encuentran presentes y funcionan correctamente, por lo tanto, se requieren acciones o actividades dirigidas a su mantenimiento dentro del marco de las líneas de defensa. 

OPORTUNIDAD DE MEJORA 
Para los proveedores de tecnología  selecciona y desarrolla actividades de control internas sobre las actividades realizadas por el proveedor de servicios.
Se cuenta con información de la 3a línea de defensa, como evaluador independiente en relación con los controles implementados por el proveedor de servicios, para asegurar que 
los riesgos relacionados se mitigan.

2%
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n

Si 91%

FORTALEZAS  
- La entidad ha diseñado sistemas de información para capturar y procesar datos y transformarlos en información para alcanzar los requerimientos de información definidos;  
- La entidad cuenta con el inventario de información relevante (interno/externa) y un mecanismo que permita su actualización; 
- La entidad considera un ámbito amplio de fuentes de datos (internas y externas), para la captura y procesamiento posterior de información clave para la consecución de metas y objetivos;  
- La entidad ha desarrollado e implementado actividades de control sobre la integridad, confidencialidad y disponibilidad de los datos e información definidos como relevantes;  
- Para la comunicación interna la Alta Dirección tiene mecanismos que permitan dar a conocer los objetivos y metas estratégicas, de manera tal que todo el personal entiende su papel en su consecución. 
- La entidad cuenta con políticas de operación relacionadas con la administración de la información (niveles de autoridad y responsabilidad;  
- La entidad establece e implementa políticas y procedimientos para facilitar una comunicación interna efectiva;  
- La entidad cuenta con canales externos definidos de comunicación, asociados con el tipo de información a divulgar, y éstos son reconocidos a todo nivel de la organización; 
- La entidad cuenta con procesos o procedimiento para el manejo de la información entrante (quién la recibe, quién la clasifica, quién la analiza), y a la respuesta requerida (quién la canaliza y la responde).  
- La Entidad analiza y toma como insumo para la elaboración del diagnóstico base, que sirve para la planeación de la estrategia anual de servicio a la ciudadanía, los resultados de informes emitidos por entes de control, veedurías 
ciudadanas u otros actores. 
OTRAS
- La DPC por tres ocasiones ha sido certificada por el AGN – Archivo General de la Nación.  
- La DPC, Monitorea y realiza evaluación continua de la gestión documental, a través del reporte cuatrimestral y actualización armonizado con el plan operativo anual de la entidad.  
- La DPC cuenta con SGDEA – Sistema de Gestión Documental Electrónico de Archivos - IRIS, que es el sistema oficial institucional para la creación, radicación, consulta y archivo de documentos electrónicos, cumple con las normas 
del modelo de requisitos del MOREQ - AGN, y la política de Gestión Docmtl y garantiza la autenticidad, integridad y trazabilidad de los documentos y la eficiencia y modernización de la gestión documental de la DPC.  
- Servicios Digitales Centrados en el Ciudadano, Estado Abierto y Participación Ciudadana, Toma de Decisiones Basada en Datos, Procesos Internos Seguros y Eficientes. 

OPORTUNIDADES DE MEJORA 

- La entidad cuenta con canales de información internos para la denuncia anónima o confidencial de posibles situaciones irregulares y se cuenta con mecanismos específicos para su manejo, de manera tal que generen la confianza 
para utilizarlos. 
- La entidad analiza periódicamente los resultados frente a la evaluación de percepción por parte de los usuarios o grupos de valor para la incorporación de las mejoras correspondientes.
OTRAS
- integración de SGDEA con los sistemas de información misional como el Sistema Vision Web.  
- Creación Tablero de control con lista desplegable del Menú de Transparencia, conforme a Resolución MINTIC 1519 de 2020 y reorganización de la estructura del Menú de Transparencia. 
 - Ampliar la información de la DPC en el menú participa.  
- Aprobación y publicación del PINAR, y articulación con el POA.   
- Actualización e implementación del PGD – Programa de Gestión Documental, guía y ruta para ejecutar los procesos y los procedimientos anclados al PINAR.   
- Elaboración del sistema integrado de conservación – SIC, tanto para archivos físicos como los electrónicos, sumado a un trabajo articulado con gobernanza digital, con el - Grupo de Tic´s - Gobierno Digital, para lograr sacar y 
publicar la política integral para la Entidad, sumado a la elaboración de las tablas de control de acceso – TCA.   
- Respecto al RAEI Registro de Activos de Información – RAEI, Ley 1712 de 2014, en 2024, Desarrollo del Índice de activos de información de la entidad publicados en datos abiertos.    
- Actualización de la Arquitectura Empresarial, la Seguridad y Privacidad de la Información y los Servicios Ciudadanos Digitales   
- Fortalecimiento de la Gestión de la Seguridad de la Información, Implementación del Habilitador Transversal de Seguridad de la Información, como aporte al Plan de Seguridad y Privacidad de la Información con la consecuente 
mejora en la capacidad de respuesta ante incidentes y mejora en los Indicadores de cumplimiento en seguridad.  
- Diseño de incentivos y estímulos para exaltar el desempeño de servidores y contratistas en los escenarios de relacionamiento con la ciudadanía.   
- Desarrollo de nuevos tipos de señalización inclusiva como: Señalización en alto relieve, Señalización con imágenes en lengua de señas, Pictogramas, Señalización en otras lenguas o idiomas y Sistemas de orientación espacial 
(Wayfinding).   
- Mejora de la medición de la satisfacción del usuario interno del proceso de Gestión de las Comunicaciones.   

88%

FORTALEZAS  - MANTENIMIENTO DEL CONTROL
La entidad ha diseñado sistemas de información para capturar y procesar datos y transformarlos en información para alcanzar los requerimientos de información definidos; La 
entidad cuenta con el inventario de información relevante (interno/externa) y cuenta con un mecanismo que permita su actualización; La entidad considera un ámbito amplio de 
fuentes de datos (internas y externas), para la captura y procesamiento posterior de información clave para la consecución de metas y objetivos; La entidad ha desarrollado e 
implementado actividades de control sobre la integridad, confidencialidad y disponibilidad de los datos e información definidos como relevantes; Para la comunicación interna la Alta 
Dirección tiene mecanismos que permitan dar a conocer los objetivos y metas estratégicas, de manera tal que todo el personal entiende su papel en su consecución. (Considera los 
canales más apropiados y evalúa su efectividad); La entidad cuenta con políticas de operación relacionadas con la administración de la información (niveles de autoridad y 
responsabilidad; La entidad establece e implementa políticas y procedimientos para facilitar una comunicación interna efectiva; La entidad cuenta con canales externos definidos de 
comunicación, asociados con el tipo de información a divulgar, y éstos son reconocidos a todo nivel de la organización ;La entidad cuenta con procesos o procedimiento para el 
manejo de la información entrante (quién la recibe, quién la clasifica, quién la analiza), y a la respuesta requerida (quién la canaliza y la responde). 

Se encuentran presentes y funcionan correctamente, por lo tanto, se requieren acciones o actividades dirigidas a su mantenimiento dentro del marco de las líneas de defensa. 

OPORTUNIDAD DE MEJORA

La entidad puede mejorar los canales de información internos para la denuncia anónima o confidencial de posibles situaciones irregulares y se cuenta con mecanismos específicos 
para su manejo, de manera tal que generen la confianza para utilizarlos.

 La entidad puede mejorar las políticas y procedimientos para facilitar una comunicación interna efectiva.

Estos elementos se encuentran presentes y funcionando, pero requieren acciones dirigidas a fortalecer o mejorar su diseño, conocimiento y apropiación por parte de los 
funcionarios de todos los niveles de la DPC,  

4%

Monitoreo Si 93%

FORTALEZAS 

- El comité Institucional de Coordinación de Control Interno aprueba anualmente el Plan Anual de Auditoría presentado por parte del Jefe de Control Interno o quien haga sus veces y hace el 
correspondiente seguimiento a sus ejecución;  
- La Alta Dirección periódicamente evalúa los resultados de las evaluaciones (continuas e independientes) para concluir acerca de la efectividad del Sistema de Control Interno;  
- La Oficina de Control Interno o quien haga sus veces realiza evaluaciones independientes periódicas (con una frecuencia definida con base en el análisis de riesgo), que le permite evaluar 
el diseño y operación de los controles establecidos y definir su efectividad para evitar la materialización de riesgos;  
- Frente a las evaluaciones independientes la entidad considera evaluaciones externas de organismos de control, de vigilancia, certificadores, ONG´s u otros que permitan tener una mirada 
independiente de las operaciones;  
- Los procesos y/o servicios tercerizados, son evaluados acorde con su nivel de riesgos;  
- La Entidad realiza Evaluación de la efectividad de las acciones incluidas en los Planes de mejoramiento producto de las auditorías internas y de entes externos. (3ª Línea);  
- Las deficiencias de control interno son reportadas a los responsables de nivel jerárquico superior, para tomar las acciones correspondientes. 

Los Controles se encuentran presentes y funcionan correctamente, por lo tanto, se requieren acciones o actividades dirigidas a su mantenimiento dentro del marco de las líneas de defensa.  

OPORTUNIDADES DE MEJORA
 
- A partir de la información de las evaluaciones independientes, se evalúan para determinar su efecto en el Sistema de Control Interno de la entidad y su impacto en el logro de los objetivos, a 
fin de determinar cursos de acción para su mejora.
- Mejora de mecanismos y sistemas de información para la verificación, evaluación y rendición de cuentas. 
- Los procesos y/o servicios tercerizados, son evaluados acorde con su nivel de riesgos. 

Estos elementos se encuentran presentes y funcionando, pero requieren acciones dirigidas a fortalecer o mejorar su diseño y socialización. 

93%

FORTALEZAS  - MANTENIMIENTO DEL CONTROL

El comité Institucional de Coordinación de Control Interno aprueba anualmente el Plan Anual de Auditoría presentado por parte del Jefe de Control Interno o quien haga sus veces y 
hace el correspondiente seguimiento a sus ejecución; La Alta Dirección periódicamente evalúa los resultados de las evaluaciones (continuas e independientes)  para concluir 
acerca de la efectividad del Sistema de Control Interno; La Oficina de Control Interno o quien haga sus veces realiza evaluaciones independientes periódicas (con una frecuencia 
definida con base en el análisis de riesgo), que le permite evaluar el diseño y operación de los controles establecidos y definir su efectividad para evitar la materialización de 
riesgos; Frente a las evaluaciones independientes la entidad considera evaluaciones externas de organismos de control, de vigilancia, certificadores, ONG´s u otros que permitan 
tener una mirada independiente de las operaciones; Los procesos y/o servicios tercerizados, son evaluados acorde con su nivel de riesgos; Evaluación de la efectividad de las 
acciones incluidas en los Planes de mejoramiento producto de las auditorías internas y de entes externos. (3ª Línea); Las deficiencias de control interno son reportadas a los 
responsables de nivel jerárquico superior, para tomar las acciones correspondientes.

Se encuentran presentes y funcionan correctamente, por lo tanto, se requieren acciones o actividades dirigidas a su mantenimiento dentro del marco de las líneas de defensa. 

 La Alta Dirección hace seguimiento a las acciones correctivas relacionadas con las deficiencias comunicadas sobre el Sistema de Control Interno y si se han cumplido en el 
tiempo establecido. 

Los procesos y/o servicios tercerizados, son evaluados acorde con su nivel de riesgos.

Estos elementos se encuentran presentes y funcionando, pero requieren acciones dirigidas a fortalecer o mejorar su diseño y socialización.

0%

DEFENSORIA DEL PUEBLO

PRIMER SEMESTRE 2025

Nombre 
de la 

Entidad:

¿Es efectivo el sistema 
de control interno para 
los objetivos evaluados? 
(Si/No) (Justifique su 
respuesta):

Estado del sistema de Control Interno de la entidad

La entidad cuenta dentro de 
su Sistema de Control 
Interno, con una 
institucionalidad (Líneas de 
defensa)  que le permita la 
toma de decisiones frente al 
control (Si/No) (Justifique su 
respuesta):

Conclusión general sobre la evaluación del Sistema de Control Interno

¿Están todos los 
componentes 
operando juntos y de 
manera integrada? (Si / 
en proceso / No) 
(Justifique su 
respuesta):

Atendiendo los lineamientos impartidos por el Departamento Administrativo de la Función Pública se evaluó para el PRIMER SEMESTRE DE 2025 la alineación del Sistema de Control Interno en el marco del Modelo Integrado de Planeación y Gestión (MIPG) obteniéndose una calificación de 92%  sobre 100%. El formato evalúa la integración del Sistema de Desarrollo Administrativo y el Sistema de Gestión de la Calidad, definiéndose 
un solo Sistema de Gestión, el cual articula con el Sistema de Control Interno a través del Modelo Estándar de Control Interno MECI, le corresponde a la entidad evaluar los componentes del MECI como septima dimensión del MIPG, y los lineamientos que agrupen las políticas de gestión y desempeño institucional, (Talento Humano, Direccionamiento estratégico y Planeación, Gestión con valores para resultados, Evaluación de 
resultados, Información y comunicación, Gestión del conocimiento y Control Interno). 

Resultados arrojados (clasificación de acuerdo con la semaforización) para los cinco (5) componentes del MECI:

Oportunidad de mejora: se encuentra presente y funcionando. 
1) Actividades de Monitoreo (93%) 
5) Ambiente de control  94% 

Mantenimiento del control: se encuentra presente y funciona correctamente por lo tanto se requiere acciones o actividades dirigidas a su mantenimiento dentro del marco de las líneas de Defensa:
2) Evaluación de Riesgos  91%  
3) Actividades de control 92% 
4) Información y comunicación 91% 

Se encontró que el Sistema de Control Interno es efectivo, y que en éste, los difrentes componentes del MECI, se encuentran presentes y funcionando. 

La Entidad cuenta con una institucionalidad soportada en el establecimiento de roles y responsabilidades, claramente definidos para una Línea Estrátegica que dicta lineamientos para el desarrollo y mantenimiento del Sistema y tres Líneas de Defensa: La Primera, ejecuta y garantiza la operación.La Segunda,  lidera y orienta la gestión del riesgo, la evaluación institucional y genera información clave para la toma de decisiones y la 
 Tercera Línea de Defensa desarolla los roles estipulados en el Decreto 1083 de 2015. 


